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I. STATEMENT 

 

The University information system(s) provides additional data origin and integrity 

artifacts along with the authoritative name resolution data the system returns in 

response to external name/address resolution queries; and provides the means to 

indicate the security status of child zones and (if the child supports secure resolution 

services) to enable verification of a chain of trust among parent and child domains, 

when operating as part of a distributed, hierarchical namespace. 

  

II. APPLICABILITY  

 

This Control applies to all West Texas A&M network information resources. The 

intended audience for this Control includes all information resource owners, custodians, 

and users of information resources. 

 

 

III. IMPLEMENTATION 

 

The information system that provides name/address resolution service provides 

additional data origin and integrity artifacts along with the authoritative data it returns in 

response to resolution queries.  This is accomplished primarily through OpenDNS 

services. 

 

 

 

 

 


